Krycí list žádosti o účast

Podlimitní veřejné zakázky na služby, zadávané v užším řízení dle § 58 zákona č. 134/2016 Sb., o zadávání veřejných zakázek ve znění pozdějších předpisů (dále jen „zákon“)

**Zajištění služeb realizačního týmu kybernetické bezpečnosti**

**Zadavatel:**

Název: **Léčebna dlouhodobě nemocných Rybitví**

Sídlo: Činžovních domů 139-140, 533 54 Rybitví

Zastoupený: Mgr. Janou Tomšů, ředitelkou

IČ, DIČ: 00190560

Dodavatel:

|  |  |
| --- | --- |
| Obchodní firma – název: |  |
| Sídlo – adresa: |  |
| Statutární zástupce: |  |
| IČ: |  |
| DIČ: |  |
| Spisová značka v obchod. rejstříku: |  |
| Bankovní spojení: |  |
| Web (internetové stránky): |  |
| Osoba oprávněná jednat ve věci nabídky: |  |
| Telefon: |  |
| Datová schránka: |  |
| E-mail: |  |

**Realizační tým:**

|  |  |
| --- | --- |
| Manažer kybernetické bezpečnosti | Údaje, které doplní účastník zadávacího řízení |
| Titul, jméno a příjmení |  |
| Počet let praxe na pozici bezpečnostního manažera (min 3 roky) |  |
| Mezinárodně uznávaný certifikát CISA nebo obdobný |  |
| Doklad, prokazující znalost mezinárodních norem v oblasti řízení ICT (zejm. ČSN ISO/IEC 20000) a řízení informační bezpečnosti (např. ISO/IEC 27000) |  |
| Certifikace v oblasti penetračního testování informačních systémů nebo účast na minimálně 2 projektech s problematikou penetračního testování |  |
| Počet a identifikace účastí na alespoň 3 projektech v oblasti kybernetické bezpečnosti, z toho alespoň |  |

|  |  |
| --- | --- |
| Auditor kybernetické bezpečnosti | Údaje, které doplní účastník zadávacího řízení |
| Titul, jméno a příjmení |  |
| Počet let praxe na pozici bezpečnostního auditora (min 3 roky) |  |
| Mezinárodně uznávaný certifikát CISA nebo obdobný |  |
| Doklad, prokazující znalost mezinárodních norem v oblasti řízení ICT (zejm. ČSN ISO/IEC 20000) a řízení informační bezpečnosti (např. ISO/IEC 27000) |  |
| Certifikace v oblasti penetračního testování informačních systémů nebo účast na minimálně 2 projektech s problematikou penetračního testování |  |
| Počet a identifikace účastí na alespoň 3 projektech v oblasti kybernetické bezpečnosti, z toho alespoň |  |

|  |  |
| --- | --- |
| Specialista řízení aktiv a rizik kybernetické bezpečnosti | Údaje, které doplní účastník zadávacího řízení |
| Titul, jméno a příjmení |  |
| Počet let praxe na pozici bezpečnostního specialisty (min 3 roky) |  |
| Mezinárodně uznávaný certifikát CISA nebo obdobný |  |
| Doklad, prokazující znalost mezinárodních norem v oblasti řízení ICT (zejm. ČSN ISO/IEC 20000) a řízení informační bezpečnosti (např. ISO/IEC 27000) |  |
| Certifikace v oblasti penetračního testování informačních systémů nebo účast na minimálně 2 projektech s problematikou penetračního testování |  |
| Počet a identifikace účastí na alespoň 3 projektech v oblasti kybernetické bezpečnosti, z toho alespoň |  |

V ………………………….. dne ………………………

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

jméno, funkce a podpis oprávněné osoby nebo osob dodavatele