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Vysvétleni zadavaci dokumentace ¢. 1

Nazev verejné zakazky:
Nastroj pro Fizeni informacnich rizik opakované znovuvyhlaseni

Druh zadavaciho Fizeni: zjednodusené podlimitni Fizeni (oteviena vyzva)
Rezim verejné zakazky: podlimitni
Predmét verejné zakazky: dodavky

Zadavatel: Nemocnice Pardubického kraje, a.s.
Sidlo: Kyjevska 44, 532 03 Pardubice
1CO: 27520536

V Pardubicich dne 20. 12. 2025

Zadavatel v souladu s ustanovenim § 98, resp. § 99 zakona €. 134/2016 Sb., o zadavani
vefejnych zakazek, ve znéni pozdé&jdich predpist, (dale jen ,zakon“), sdéluje nasledujici
vysvétleni a zménu zadavaci dokumentace vztahujici se k vySe uvedené verejné zakazce.

Zadost o vysvétleni zadavaci dokumentace

Dobry den,
dovolujeme si vas pozadat o vysvétleni nasledujicich ustanoveni zadavaci dokumentace, kterd se ndm jevi
jako nejasna Ci potencialné omezujici hospodarskou soutéz.

Bod 1

1)

Ustanoveni 10.3 ZD:

"seznam min. 4 vyznamnych sluzeb [...] min. jedna sluzba v hodnoté minimalné 3 000 000,- K¢ bez DPH. V
rozsahu nasazeni systému tizeni rizik vice kategorii, minimalné pak fizeni rizik dle ZoKB, fizeni rizik BOZP a
PO, rizik GDPR, Rizik Compliance, rizik Business Continuity managementu (BIA), rizik dodavatele a
dodavatelského fetézce, financnich rizik dle zdkona o vnitfni kontrole ¢.320/2001"

Otdazka: Zadavaci dokumentace poZaduje, aby jedna referencni zakdzka pokryvala soucasné minimalné 8
rGznych oblasti fizeni rizik (ZoKB, BOZP, PO, GDPR, Compliance, BCM/BIA, dodavatelsky fetézec, financni
rizika). Takto formulovany poZadavek vyrazné omezuje pocet potenciadlnich dodavatel(, nebot kombinace
vSech téchto oblasti v rdmci jedné zakazky je na trhu zcela vyjimecna.

Dotaz

Zadame o vysvétlent:

o Jaké konkrétni dlvody vedly zadavatele ke kumulaci vsech 8 oblasti fizeni rizik v ramci jedné referencni
zakdzky?

Odpovéd’

Kombinace uvedenych oblasti odpovida béznym pozadavkim na softwarové nastroje pro fizeni obecnych
rizik v organizacich obdobné velikosti a charakteru, jakou je zadavatel. Pro zadavatele je zdsadni, aby proces
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fizeni rizik byl podporovan jednim integrovanym ndstrojem, nikoli souborem vzdjemné neprovazanych
feseni.

Zadavatel proto pozaduje fesSeni, které podporuje standardni a obecné uzndvané procesy fizeni rizik,
napfiklad dle ramce 1SO 31000, a které neni funkéné omezeno pouze na oblast kybernetické ¢i informacni
bezpecnosti, ale umoziuje jednotnou spravu rliznych kategorii rizik v organizaci.

Zamérem zadavatele je tedy v organizaci realizovat jeden komplexni a konzistentni nastroj pro fizeni rizik,
zalozeném na data, asset (technické polozky), udaje o lokaci, dodavatelich, o podnikovych procesech atd.
s moznosti vedeni funkénich vazeb v jednom systému. Zadavatel zamysli feSit rizika na bazi jednotnych
procesu risk managementu omezenym tymem vlastnich specialistd (omezené zdroje), ktefi sdili know-how
nad jednim systémem.

Dotaz

Pfipousti zadavatel alternativné moznost prokazani technické kvalifikace vice referen¢nimi zakdzkami, z nichz
kazda pokryva cast pozadovanych oblasti?

Odpovéd’

Z vyse uvedeného dlivodu ne, pokud jsou rizné referencni zakazky reseny rliznymi systémy.

Dotaz

Zaroven:

Pfredmétem verejné zakazky je dle bodu 2.1 ZD a Ptilohy c. 2 (Technicka specifikace)

"dodavka softwarovych prostfedkl pro realizaci systému fizeni informacnich rizik a zvladani bezpecnostnich
udalosti"

PoZadavek na referenéni zakazku zahrnujici realizaci téchto oblasti: "BOZP/PO, finan¢ni rizika", se proto jevi
jako nepfiméreny ve vztahu k predmétu plnéni, nebot zadavatel tyto sluzby v rdmci této zakazky
nepoptava.

¢ Jaké konkrétni dlivody vedly zadavatele k poZadavku na reference zahrnujici implementaci fizeni
BOZP/PO, kdy? tato oblast neni souéasti predmétu plnéni?

Odpovéd

Jak je vySe uvedeno:
Zadavatele k tomuto poZadavku vede potieba zavedeni jednotného a dlouhodobé udrzitelného
nastroje pro tizeni vSech relevantnich typ( rizik v rdmci organizace. Cilem je zajistit, aby potizovany
systém nebyl omezen pouze na Uzce vymezenou oblast, ale umoZioval jeho budouci rozsifeni i na
dalsi kategorie rizik, véetné oblasti BOZP/PO, financ¢nich rizik aj. bez nutnosti pofizovani
samostatnych feseni.

Tento pfistup reflektuje princip fadného hospodare, nebot umoznuje optimalizaci financnich
naklad(i na provoz a rozvoj informacnich systému a soucasné eliminuje riziko, Ze by zadavatel byl v
budoucnu nucen vyhlasovat dalsi verejné zakazky na samostatné nastroje pro fizeni jinych kategorii
rizik.

Zadavatel k dotazu dale uvadi, Ze po realizaci pozadovanych aspekt( plnéni uvedenych v zadavaci
dokumentaci a po nabyti odbornych znalosti s administraci systému a porozuméni procesim bude
v dalSich aspektech, i v téch, kterych se tykad dotaz (BOZP aj.), rozvijet systém zejména vlastnimi
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silami (ptipadné s podporou vybraného dodavatele v ramci zdvazk( dle servisni smlouvy, napft.
formou konzultaci apod.). Cilem je ochrana a efektivni vyuziti vloZzenych investic a dalSich internich
zdroju (zejména lidskych) zadavatele.

Dotaz

Jaké konkrétni davody vedly zadavatele k poZzadavku na reference zahrnujici implementaci financnich rizik
dle zakona €. 320/2001 Sh., kdyZ tato oblast neni soucasti predmétu plnéni?

Odpovéd’

Zadavatel pozadavek na reference zahrnujici implementaci fizeni financnich rizik dle zakona ¢. 320/2001 Sb.
odlvodnuje tim, Ze fizeni rizik je integralni soucasti systému vnitini kontroly podle zdkona o financ¢ni kontrole.
Pozadavek tak umoznfuje ovéfit, Zze dodavatel je schopen implementovat systém, ktery bude v budoucnu
mozné vyuzit i pro podporu procesl fizeni financnich rizik, ¢imZ se zadavatel opét fidi principem radného
hospodare a zajistuje efektivni a jednotnou spravu rizik v celé organizaci, jak jiz bylo uvedeno.

Dotaz
Mize zadavatel potvrdit, Ze kvalifikacni pozadavky maji pfiméfeny vztah k pfedmétu vefejné zakazky?
Odpovéd’

S ohledem na vyse uvedené odpovédi zadavatele odpovidaji kvalifika¢ni pozadavky rozsahu, vyznamu a
dllezZitosti predmétu verejné zakazky.

K bodu 1 jako celku zadavatel dale uvadi:

Zadavatel stanovil poZzadavky na referencni zakazku zahrnujici vSech osm oblasti fizeni rizik z dlivodu ovéreni,
Ze dodavatel ma praktickou zkuSenost s implementaci komplexniho, integrovaného systému fizeni rizik v
jedné organizaci, nikoli pouze dil¢i nebo tematicky omezené feseni.
Rizeni rizik je zadavatelem mysleno jako uceleny proces napfi¢ organizaci, nikoli jako soubor izolovanych
modul(.
Kumulace oblasti v jedné referencni zakazce prokazuje schopnost dodavatele:

e navrhnout jednotnou metodiku,

e  zajistit provazanost jednotlivych typ rizik,

e implementovat systém pouZitelny v redlném provozu velké organizace,

e zajistit realizaci dlouhodobé udrZitelného systému spravovaného efektivné pomoci omezenych

zdrojli zadavatele a postupné rozsifovatelného na uvedené predmétné oblasti,
e zajistit nasledny rozvoj s akcentem na posileni a vyuziti internich odbornych zdroju.

Bod 2

2)

Zaddvaci dokumentace stanovuje ndsledujici strukturu poZzadavku na reference:

e 1x zakazka min. 3 mil. K¢ - systém Fizeni 8 kategorii rizik (ZoKB, BOZP, PO, GDPR, Compliance, BCM/BIA,
dodavatelsky retézec, financni rizika)

¢ 1x zakazka min. 2 mil. K¢ - fizeni rizik dle ZoKB vcetné auditu KB

¢ 1x zakazka min. 1 mil. K¢ - fizeni rizik dle 1ISO 27000

¢ 1x zakazka min. 1 mil. K¢ - BCM
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Zadavatel pozaduje, aby Z TECHTO 4 referenci byly min. 2 realizovany pro zdravotnické zafizeni a zaroven
min. 2 pro systémy kritické informacni infrastruktury.

Tato formulace znamend, Ze pozadavky na zdravotnické zatizeni a KIl nejsou samostatné, ale musi byt
splnény v rdmci vySe uvedenych 4 referenci. Jinymi slovy, dodavatel musi mit napriklad:

¢ Zakazku na 3 mil. K¢ (8 kategorii rizik) realizovanou pro Kll, NEBO

e Zakdzku na 2 mil. K¢ (ZoKB + audit) realizovanou pro zdravotnické zafizeni, atd.

Takto provazané pozadavky jsou extrémné restriktivni, nebot vyZzaduji, aby dodavatel realizoval komplexni
zakdzky na fizeni 8 kategorii rizik pravé pro zdravotnické zafizeni nebo provozovatele KiII.

Dotaz

Zadame o vysvétleni:
¢ Potvrzuje zadavatel, ze pozadavek "Z toho" znamena, Ze reference pro zdravotnické zatizeni a KIl musi byt
soucasti vysSe uvedenych 4 referenci (tj. nesmi se jednat o samostatné, dodatecné reference)?

Odpovéd’

Zadavatel uvadi, ze nemusi.

Dotaz
Jaké konkrétni davody vedly zadavatele k takto provazané formulaci poZzadavk(?
Odpovéd’

Zajistit odborné zplisobilého dodavatele pro plnéni verejné zakazky.

Dotaz

PFipousti zadavatel alternativné mozZnost prokazat reference pro zdravotnické zafizeni a KIl samostatné, tj.
mimo strukturu 4 specifickych referenci?

Odpovéd’

Ano, pripousti

K bodu 2 jako celku zadavatel uvadi:

Zadavatel poZaduje, aby ucastnik dolozit samostatné Ctyti reference v daném finanénim a funkénim rozsahu
(prvni ctyri odrazky) konkrétné.

e 1x zakazka min. 3 mil. K¢ - systém Ffizeni 8 kategorii rizik (ZokKB, BOZP, PO, GDPR, Compliance, BCM/BIA,
dodavatelsky retézec, financni rizika)

¢ 1x zakazka min. 2 mil. K¢ - Fizeni rizik dle ZoKB v¢etné auditu KB

e 1x zakazka min. 1 mil. K¢ - fizeni rizik podle procesl definovanych normou ISO 27000

e 1x zakazka min. 1 mil. K¢ - BCM

Samostatné m(iZze ucastnik doloZit reference pro Kll a zdravotnicka zafizeni; tyto nemusi byt soucasti prvnich
Ctyr referenci.
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Bod 3

3)

Ustanoveni 10.3 ZD:

"min. dvé (2) vyznamné zakazky musi byt realizovdny pro systémy kritické informacni infrastruktury"

Otézka: Kriticka informadni infrastruktura (KIl) dle zakona c. 181/2014 Sb. a vyhlasky c. 437/2017 Sb.
zahrnuje velmi omezeny okruh subjektu v Ceské republice.

Zadavatel - Nemocnice Pardubického kraje - je provozovatelem zakladni sluzby ve smyslu zakona o
kybernetické bezpecénosti, nikoliv provozovatelem Kll. Pozadavek na 2 reference pro Kll se proto jevi jako
nepfiméreny ve vztahu k charakteru zadavatele a predmétu pinéni.

Dotaz

Zadame o vysvétleni:
¢ Jaké konkrétni dlvody vedly zadavatele k poZadavku na reference pro systémy Kll, kdyZ sdm zadavatel
neni provozovatelem KII?

Odpovéd’

Zadavatel povaZuje své klicové infrastrukturni systémy, které zajistuji kontinuitu poskytovani IT sluzeb a
informatickou podporu pro zdkladni sluzby statu, za ,kritické systémy” a dlvodné predjima, Ze bude
poskytovatelem regulované sluzby v reZzimu vyssich povinnosti (ddle jen ,povinnd osoba“) a bude timto
smérem upravovat obsah bezpecnostnich opatfeni a zpUsob jejich zavadéni a provadéni (viz. vyhlaska
409/2025).

Zadavatel pozadavek na reference zahrnujici systémy kritické informacni infrastruktury (KIl) odGvodnuje tim,
Ze souvisejici zkuSenosti s implementaci takovych systémU jsou prinosné pro pfipravu a adaptaci
zdravotnickych zafizeni na novou regulatoriku, zejména dle nafizeni CER a zakona ¢. 266/2025 Sb. (zakon o
kritické infrastrukture). Tyto zkuSenosti zajistuji, Zze dodavatel disponuje kompetencemi potfebnymi pro
navrh a implementaci bezpecnych systémd fizeni rizik, které Ize aplikovat i v prostredi zdravotnickych zatizeni
podléhajicich zvysenym regula¢nim narokdm.

Dotaz

PFipousti zadavatel alternativné reference pro provozovatele zakladni sluzby ve smyslu ZoKB, coZ odpovida
charakteru zadavatele?

Odpovéd’

Tento dotaz je pro zadavatele nejasny. Nerozumi terminu ,,alternativné reference pro provozovatele zdkladni
sluzby“.

Dotaz

Pripousti zadavatel reference pro systémy informacni infrastruktury zdravotnickych zatizeni, bez omezeni na
KII?

Odpovéd’

ANO.
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Bod 4

4)

Ustanoveni 10.3 ZD - pozadavky na realizaéni tym:

"Auditor kybernetické bezpecnosti - certifikace CISA a 1ISO 27000"

Otdzka: Zadavaci dokumentace poZaduje, aby auditor kybernetické bezpecnosti disponoval soucasné
certifikaci CISA (Certified Information Systems Auditor) a certifikaci v oblasti ISO 27000 (pravdépodobné
Lead Auditor ISO 27001). Obe certifikace pokryvaji oblast auditu bezpecnosti informacnich systém a jejich
soucasny pozadavek se jevi jako duplicitni a neprfimérené omezuijici.

Pravni ramec: Vyhlaska c. 82/2018 Sb., o kybernetické bezpecénosti, v pfiloze c. 6 stanovuje pozadavky na
odbornou zpusobilost bezpecnostnich roli. Pro roli auditora kybernetické bezpecénosti uvadi nasledujici
certifikace jako alternativy (nikoliv kumulativni pozadavky):

¢ Certified Information Systems Auditor (CISA)

o Certified Internal Auditor (CIA)

¢ Certified in Risk and Information Systems Control (CRISC)

¢ Lead Auditor Information Security Management System (Lead Auditor ISMS)

¢ Auditor Bl (akreditacni schéma CIA)

Vyhlaska dale vyslovné uvadi:

"Certifikace mlZe byt i jind neZ uveden3, jestliZe certifikace dokladajici odbornou zplsobilost
bezpecnostnich roli splfiiuje pozadavky 1ISO 17024."

Pozadavek zadavatele na soucasné drzeni dvou konkrétnich certifikaci (CISA a ISO 27000) je tedy v rozporu
s duchem vyhlasky c. 82/2018 Sb., ktera tyto certifikace uvadi jako alternativy, a zaroven nepfipousti jiné
rovnocenné certifikace dle ISO 17024.

Dotaz
Zadame o vysvétlent:

¢ Jaké konkrétni dlivody vedly zadavatele k poZadavku na soucasné drzeni obou certifikaci (CISA a ISO
27000), kdyZ obé pokryvaji obdobnou oblast odbornosti?

Odpovéd’

Zadavatel opravuje v zaddvaci dokumentaci v bodé 10.3 Technicka kvalifikace v ¢asti ,Realizacni tym*“
pozZadavek na odbornou roli Auditor kybernetické bezpecnosti:

Auditor kybernetické bezpecnosti — certifikace CISAa15027000—leadauditer3reky-praxe certifikace CISA
nebo Lead Auditor ISO 27001, 3 roky praxe

Dotaz

Pfipousti zadavatel v souladu s vyhlaskou c. 82/2018 Sb. alternativné pouze jednu z uvedenych certifikaci
(CISA nebo Lead Auditor ISO 27001)?

Odpovéd’
Ano, zadavatel pfipousti pouze jednu z uvedenych certifikaci, viz pfedchozi odpovéd - certifikace CISA nebo

Lead Auditor ISO 27001. Zadavatel upozoriiuje, ze se nejednd o ISO 27000 jako certifikaci na firmu (viz
predchozi dotaz), ale o Lead Auditor ISO 27001.
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Dotaz
Pfipousti zadavatel jiné certifikace?
Odpovéd’

Ano, zaleZi na konkrétni certifikaci. Zadavatel si vyhrazuje pravo ji odmitnout v pfipadé, Ze litera jiné
certifikace nebude odpovidat dikci poZadovanych certifikaci.

Dotaz
Pfipousti zadavatel v souladu s vyhlaskou c. 82/2018 Sh. i jiné certifikace spliujici pozadavky ISO 17024?
Odpovéd’

Alternativné Ize dolozZit pouze jednu z uvedenych certifikaci, a to CISA nebo Lead Auditor ISO 27001.

Jiné certifikace mohou byt akceptovany, zaleZi na konkrétni certifikaci a zadavatel si vyhrazuje pravo ji
odmitnout, pokud jeji obsah nebude odpovidat poZadované odborné zpUsobilosti. Timto zpisobem zadavatel
zachovava moznost ovéfit odbornou zpUsobilost auditora kybernetické bezpecnosti a zaroven odstrarnuje
nepfimérené omezeni duplicitnich pozadavka.

Zadavatel prodluzuje Ihitu pro podani nabidek do 14. 1. 2026 do 10:00 hodin.

Oddéleni verejnych zakdzek
Nemocnice Pardubického kraje, a.s.



